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NEW QUESTION 1
Which two policies can a Citrix Administrator configure using only the advanced policy expression? (Choose two.)

A. DNS
B. Integrated caching
C. SSL
D. System

Answer: AB

Explanation: 
Reference: https://docs.citrix.com/en-us/citrix-adc/current-release/appexpert/policies-and-expressions/introduction-to-policies-and-exp/classic-and-advanced-
policy.html

NEW QUESTION 2
A Citrix Administrator needs to configure a Citrix ADC high availability (HA) pair with each Citrix ADC in a different subnet. What does the administrator need to do
for HA to work in different subnets?

A. Configure SyncVlan
B. Turn on fail-safe mode.
C. Turn on HA monitoring on all interfaces
D. Turn on Independent Network Configuration (INC) mode.

Answer: D

Explanation: 
Reference: https://docs.citrix.com/en-us/citrix-adc/current-release/system/high-availability-introduction/configuring-high-availability-nodes-different-subnets.html

NEW QUESTION 3
Scenario: A Citrix Administrator needs to configure persistence on a global server load balancing (GSLB) vServer to which a service is bound. Service must
continue to handle requests from the client even after it is disabled manually – accepting new requests or connections only to honor persistence. After a configured
period of time, no new requests or connections are directed to the service and all existing connections are closed.
To achieve these requirements, which parameter can the administrator configure while disabling the service?

A. Persistence threshold
B. Persistence time-Out
C. Wait time
D. Request threshold

Answer: B

NEW QUESTION 4
A Citrix Administrator configured an external syslog server but is NOT seeing detailed TCP information? What could be causing this?

A. Log facility is NOT configured.
B. TCP logging is NOT enabled.
C. User-defined audit log is NOT configured.
D. Log level is NOT enabled.

Answer: D

NEW QUESTION 5
Scenario: A Citrix Administrator configured a global server load balancing (GSLB) setup for internal and external users using the same host name. For internal
users, cvad.citrite.net should go to the Citrix StoreFront site; for external users, it should connect to the Citrix ADC Gateway VPN site.
Which feature should the administrator configure to accomplish this?

A. DNS Preferred Location
B. DNS Record
C. DNS View
D. DNS Proxy

Answer: C

Explanation: 
Reference: https://support.citrix.com/article/CTX130163

NEW QUESTION 6
Which step can a Citrix Administrator take to use default compression policies?

A. Select the compression algorithm (gzip/deflate/identity).
B. Disable the Citrix ADC compression feature at a global level.
C. Enable compression on the associated bound services.
D. Bind the default compression policies to the vServer.

Answer: A
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Explanation: 
Reference: https://docs.citrix.com/en-us/citrix-adc/current-release/optimization/http-compression.html

NEW QUESTION 7
Scenario: A Citrix Administrator made changes to a Citrix ADC, deleting parts of the configuration and saving some new ones. The changes caused an outage that
needs to be resolved as quickly as possible. There is no Citrix ADC backup.
What does the administrator need to do to recover the configuration quickly?

A. Restart the Citrix ADC.
B. Restore from the revision history.
C. Run saved versus running configuration.
D. Run highly availability (HA) file synchronization.

Answer: B

NEW QUESTION 8
Scenario: Client connections to certain vServers are abnormally high. A Citrix Administrator needs to be alerted whenever the connections pass a certain
threshold. How can the administrator use Citrix Application Delivery Management (ADM) to accomplish this?

A. Configure network reporting on the Citrix ADM by setting the threshold and email address.
B. Configure SMTP reporting on the Citrix ADM by adding the threshold and email address.
C. Configure TCP Insight on the Citrix ADM.
D. Configure specific alerts for vServers using Citrix ADM.

Answer: A

NEW QUESTION 9
Scenario: While attempting to access web server that is load balanced by a Citrix ADC using HTTPS, a user receives the message below. SSL/TLS error: You
have not chosen to trust “Certificate Authority” the issuer of the server’s security certificate.
What can a Citrix Administrator do to prevent users from viewing this message?

A. Ensure that users have the certificate’s private key.
B. Ensure that users have the certificate’s public key.
C. Ensure that the server certificate is linked to its respective intermediate and root certificates.
D. Ensure that users have the server certificate installed.

Answer: B

Explanation: 
Reference: https://docs.citrix.com/en-us/citrix-gateway/12-1/citrix-gateway-12.1.pdf (80)

NEW QUESTION 10
Scenario: A Citrix Administrator gives permissions to team members to access their own admin partition. This will allow them to add resources for different
departments and manage them without making changes to the default Citrix ADC partition and configuration.
One team member typing to use the command line interface (CLI) to troubleshoot an authentication issue could NOT use aaad.debug. However, the team member
has full permissions on the admin partition. What can be the cause of this issue?

A. The team member is NOT using the CLI correctly.
B. The team member needs to troubleshoot the issue from the GUI.
C. The team member does NOT have permission to use the CLI.
D. The team member does NOT have shell access by design.

Answer: A

NEW QUESTION 10
Scenario: While using the GUI, a Citrix ADC MPX appliance becomes unresponsive. A Citrix Administrator needs to restart the appliance and force a core dump
for analysis. What can the administrator do to accomplish this?

A. Turn off the appliance using the power button.
B. Use the reset button on the front of the appliance.
C. Use the NMI button on the back of the appliance.
D. Connect to a USB port to issue a restart command.

Answer: C

NEW QUESTION 14
A Citrix Administrator configured global server load balancing (GSLB) for www.citrix.com, with two ADNS services named Citrix ADC 1 and Citrix ADC 2 in the
setup. Which record does the administrator need to add on the parent DNS server to delegate requests from www.citrix.com to Citrix ADC 1 and Citrix ADC 2?

A. Canonical Name (CNAME)
B. Address (A) record
C. Name Server (NS) record
D. Pointer Record (PTR)

Answer: C
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Explanation: 
Reference: https://docs.citrix.com/en-us/citrix-adc/current-release/dns/configure-citrix-adc-adns-server.html

NEW QUESTION 17
Scenario: A Citrix Administrator executed the following command in a global server load balancing (GSLB) environment:
set gslb site SiteB –triggerMonitor MEPDOWN
What will be the effect of this command on the default service monitoring behavior on a remote site?

A. The service monitor is invoked only when Metric Exchange Protocol (MEP) has marked the service as DOWN.
B. The service monitor is invoked only when Metric Exchange Protocol (MEP) connectivity has been lost between Site A and Site B.
C. The service monitor will take precedence over Metric Exchange Protocol (MEP).
D. The state of the GSLB service will always be controlled by Metric Exchange Protocol (MEP).

Answer: A

NEW QUESTION 22
A Citrix Administrator needs to configure a rate-limiting policy setting DNS requests to a threshold of 1,000 per second. Which command does the administrator
need to run to correctly configure this policy?

A. HTTP.REQ.LIMIT(<limit_identifier>)
B. SYS.CHECK.LIMIT(<limit_identifier>)
C. SYS.CHECK.LIMIT(<limit_identifier>) || CONNECTION.IP.LIMIT(<limit_identifier>)
D. SYS.CHECK.LIMIT(<limit_identifier>) || HTTP.REQ.LIMIT(<limit_identifier>)

Answer: B

NEW QUESTION 27
Scenario: After deploying a Citrix ADC in production, a Citrix Administrator notices that client requests are NOT being evenly distributed among backend
resources. The administrator wants to change from the default load-balancing method to one that will help distribute the load more evenly.
Which load-balancing method would ensure that the server with the least amount of network utilization is receiving new connections?

A. Least connection
B. Least bandwidth
C. Least response time
D. Least packets

Answer: A

Explanation: 
Reference: https://docs.citrix.com/en-us/citrix-adc/current-release/getting-started-with-citrix-adc/load-balancing.html

NEW QUESTION 30
A Citrix Administrator needs to protect the HTTP backend server type without actually removing the header. Which rewrite action type can the administrator apply
to the Citrix ADC configuration to accomplish this?

A. REPLACE
B. CORRUPT_HTTP_HEADER
C. REPLACE_HTTP_REQ
D. REPLACE_ALL

Answer: A

NEW QUESTION 31
Scenario: A load-balancing vServer is configured to utilize the least bandwidth load-balancing method. A service attached to this vServer is brought into the
effective state during production hours. During the startup of a vServer, which load-balancing method is used by default?

A. Least connections
B. Least bandwidth
C. Custom load
D. Round-robin

Answer: A

Explanation: 
Reference: https://www.eginnovations.com/documentation/Citrix-Netscaler-VPX-MPX/Load-Balancing-Virtual-Servers.htm

NEW QUESTION 35
Scenario: A Citrix Administrator manages an environment that has a Citrix ADC high availability (HA) pair running on two MPX appliances. The administrator
notices that the state of the secondary Citrix ADC is ‘Unknown’.
What is causing the secondary state to be ‘Unknown’?

A. The synchronization on the secondary appliance is disabled.
B. TCP port 22 is disabled between the primary and secondary ADCs.
C. The administrator made both Citrix ADCs primary.
D. The remote procedure call (RPC) nodes are incorrectly configured.
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Answer: D

NEW QUESTION 39
Scenario: A Citrix Administrator suspects an attack on a load-balancing vServer (IP address 192.168.100.25). The administrator needs to restrict access to this
vServer for 10 minutes. Which Access Control List (ACL) will accomplish this?

A. add simpleacl rule1 DENY –srcIP 192.168.100.25 –TTL 600000
B. add simpleacl rule1 DENY –srcIP 192.168.100.25 –TTL 600
C. add ns acl rule1 DENY –destIP 192.168.100.25 –TTL 600000
D. add ns acl rule1 DENY –destIP 192.168.100.25 –TTL 600

Answer: D

NEW QUESTION 40
Scenario: A Citrix Administrator manages an environment that has three SSL websites, all serving the same content.
www.company.com
www.company.net
www.company.org
The administrator would like to consolidate the websites into a single, load-balanced SSL vServer. What can the administrator bind to use a single SSL vServer?

A. A wildcard certificate to a single SSL vServer
B. A wildcard certificate to a content-switching vServer
C. The certificate of each website to a single SSL vServer
D. A multiple SAN certificate to a single SSL vServer

Answer: C

NEW QUESTION 42
A Citrix Administrator needs to use a client’s IP address as the source IP address for Citrix ADC-to- server connections.
Which Citrix ADC mode can the administrator use to meet this requirement?

A. USNIP
B. Layer 2
C. Layer 3
D. USIP

Answer: D

Explanation: 
Reference: https://support.citrix.com/article/CTX121974

NEW QUESTION 44
Scenario: Users are trying to access https://cs.mycompany.com, but are receiving the error below:
HTTP 503 Service Unavailable
What can a Citrix Administrator change in the Citrix ADC configuration to fix this?

A. Enable the content switching feature.
B. Disable the spillover redirect URL.
C. Bind a certificate.
D. Bind the default load-balancing vServer.

Answer: D

Explanation: 
Reference: https://support.citrix.com/article/CTX120240

NEW QUESTION 45
......
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