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NEW QUESTION 1

HOTSPOT - (Topic 6)

HOTSPOT

You have a Microsoft 365 subscription.

You need to review metrics for the following: The daily active users in Microsoft Teams Recent Microsoft service issues

What should you use? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

Answer Area

Teams daily active users: ) -
§M1cr050ﬁ Secure Score E

Adoption Score
Service health
Usage reports

Recent Microsoft service issues: 4
Microsoft Secure Score
Adoption Score

service health

"Usage reports

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: Usage reports

The daily active users in Microsoft Teams

Microsoft 365 Reports in the admin center - Microsoft Teams usage activity

The brand-new Teams usage report gives you an overview of the usage activity in Teams, including the number of active users, channels and messages so you
can quickly see how many users across your organization are using Teams to communicate and collaborate. It also includes other Teams specific activities, such
as the number of active guests, meetings, and messages.

Box 2: Service Health

Recent Microsoft service issues

You can view the health of your Microsoft services, including Office on the web, Yammer, Microsoft Dynamics CRM, and mobile device management cloud
services, on the Service health page in the Microsoft 365 admin center. If you are experiencing problems with a cloud service, you can check the service health to
determine whether this is a known issue with a resolution in progress before you call support or spend time troubleshooting.

NEW QUESTION 2

- (Topic 6)

You have a Microsoft 365 tenant that uses Microsoft Endpoint Manager for device management. You need to add the phone number of the help desk to the
Company Portal app. What should you do?

A. From Customization in the Microsoft Endpoint Manager admin center, modify the support information for the tenant.
B. From the Microsoft Endpoint Manager admin center, create an app configuration policy.

C. From the Microsoft 365 admin center, modify Organization information.

D. From the Microsoft 365 admin center, modify Help desk information.

Answer: A

Explanation:
Reference:
https://systemcenterdudes.com/intune-company-portal-customization/

NEW QUESTION 3

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 tenant

You create a data toss prevention (DLP) policy to prevent users from using Microsoft Teams to share internal documents with external users.
To which two locations should you apply the policy? To answer, select the appropriate locations in the answer area.

NOTE: Each correct selection is worth one point.
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Choose locations to apply the policy
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A. Mastered
B. Not Mastered

Answer: A

Explanation:

Choose locations to apply the policy
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NEW QUESTION 4

- (Topic 6)

You have a Microsoft 365 E5 subscription that contains a user named Userl.

Userl exceeds the default daily limit of allowed email messages and is on the Restricted entities list.
You need to remove Userl from the Restricted entities list. What should you use?

A. the Exchange admin center

B. the Microsoft Purview compliance portal
C. the Microsoft 365 admin center

D. the Microsoft 365 Defender portal
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E. the Microsoft Entra admin center
Answer: D

Explanation:

Admins can remove user accounts from the Restricted entities page in the Microsoft 365 Defender portal or in Exchange Online PowerShell.

Remove a user from the Restricted entities page in the Microsoft 365 Defender portal In the Microsoft 365 Defender portal at https://security.microsoft.com, go to
Email & collaboration > Review > Restricted entities. Or, to go directly to the Restricted entities page, use https://security.microsoft.com/restrictedentities.
Reference:

https://learn.microsoft.com/en-us/microsoft-365/security/office-365-security/removing-user-from-restricted-users-portal-after-spam

NEW QUESTION 5

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 E5 subscription that contains a user named Userl. You need to enable Userl to create Compliance Manager assessments.
Solution: From the Microsoft 365 admin center, you assign Userl the Compliance data admin role.

Does this meet the goal?

A. Yes
B. No

Answer: B
Explanation:
Reference:

https://github.com/MicrosoftDocs/microsoft-365-docs/blob/public/microsoft-365/security/office-365-security/permissions-in-the-security-and-compliance-center.md

NEW QUESTION 6
- (Topic 6)
Your network contains an on-premises Active Directory domain named contoso.com. The domain contains the objects shown in the following table.

Name Configuration
Group1 Global security group
User Enabled user account
UserZ Disabled user account

You configure Azure AD Connect to sync contoso.com to Azure AD.
Which objects will sync to Azure AD?

A. Groupl only

B. Userl and User2 only

C. Groupl and Userl only

D. Groupl, Userl, and User2

Answer: D

Explanation:

Disabled accounts

Disabled accounts are synchronized as well to Azure AD. Disabled accounts are common to represent resources in Exchange, for example conference rooms. The
exception is users with a linked mailbox; as previously mentioned, these will never provision an account to Azure AD.

The assumption is that if a disabled user account is found, then we won't find another active account later and the object is provisioned to Azure AD with the
userPrincipalName and sourceAnchor found. In case another active account will join to the same metaverse object, then its userPrincipalName and sourceAnchor
will be used.

Reference:

https://learn.microsoft.com/en-us/azure/active-directory/hybrid/connect/concept-azure-ad-connect-sync-user-and-contacts

NEW QUESTION 7
HOTSPOT - (Topic 6)
You have an Azure AD tenant that contains the users shown in the following table.

Name Member of
User? Group1
User2 Group2
User3 Group3

Your company uses Microsoft Defender for Endpoint. Microsoft Defender for Endpoint contains the roles shown in the following table.
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Name Permission Assigned
user group

Microsoft Defender | View data, Alerts Group3

for Endpoint investigation, Active

administrator remediation actions,

(default) Manage securty settings

Role1 View data, Alerts Group!1

investigation
Role2 View data Group?2

Microsoft Defender for Endpoint contains the device groups shown in the following table.

Rank Device group Device User access

name
1 ATP1 Device1 Group1
Last | Ungrouped devices | Dewvicel Group2

(default)

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE; Each correct selection is worth one point.

Answer Area
Statements Yes Mo
User! can run an antivirus scan on Device2.
User2 can collect an investigation package from Dewvicel. B
Usard can isolate Device1,
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Answer Area
Statements Yes No

User1 can run an antivirus scan on Device2.
User2 can collect an investigation package from Dewicel.

Userd can isolate Device. l |

NEW QUESTION 8

- (Topic 6)

You have a Microsoft 365 tenant that contains 500 Windows 10 devices and a Microsoft Endpoint Manager device compliance policy.
You need to ensure that only devices marked as compliant can access Microsoft Office 365 apps.

Which policy type should you configure?

A. conditional access

B. account protection

C. attack surface reduction (ASR)
D. Endpoint detection and response

Answer: A
Explanation:

Reference:
https://docs.microsoft.com/en-us/mem/intune/protect/device-compliance-get-started

NEW QUESTION 9
- (Topic 6)
From the Security & Compliance admin center, you create a content export as shown in the exhibit. (Click the Exhibit tab.)

The Leader of IT Certification visit - https://www.certleader.com



CertLeader.m 100% Valid and Newest Version MS-102 Questions & Answers shared by Certleader

Toader of IT Cortifications https://www.certleader.com/MS-102-dumps.html (312 Q&As)

SharePoint Content Export

L Restart report 1 Download report i Delete
Status:
The export has completed. You can start downloading the
results.

Items included from the search:
All items, excluding ones that have unrecognized format, are
encrypted, or weren't indexed for other reasons.

Exchange content format:
One PST file for each mailbox.

De-duplication for Exchange content:
Not enabled.

SharePoint document versions:
Included

Export files in a compressed (zipped) folder:
Yes

The export data was prepared within region:
Default region

Feedback

What will be excluded from the export?

A. a 10-MB XLSX file
B. a 5-MB MP3 file

C. a5-KB RTF file

D. an 80-MB PPTX file

Answer: B

Explanation:

Unrecognized file formats are excluded from the search.

Certain types of files, such as Bitmap or MP3 files, don't contain content that can be indexed. As a result, the search indexing servers in Exchange and SharePoint
don't perform full-text indexing on these types of files. These types of files are considered to be

unsupported file types.

Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/partially-indexed-items-in-content-search?view=0365-worldwide
https://docs.microsoft.com/en-us/office365/securitycompliance/export-a-content-search- report

NEW QUESTION 10

- (Topic 6)

You have a Microsoft Azure Active Directory (Azure AD) tenant named Contoso.com. You create a Microsoft Defender for identity instance Contoso.
The tenant contains the users shown in the following table.

Name Member of group | Azure AD role

User1 | Defender for identity Contoso None
Administrators |

Userd | Defender for identity Contoso Users | None

User2 | None | Security admanistrator

Userd | Defender for identity Contoso Users Global administrator

You need to modify the configuration of the Defender for identify sensors.
Solutions: You instruct Userl to modify the Defender for identity sensor configuration. Does this meet the goal?

A. Yes
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B. No

Answer: A

NEW QUESTION 10

- (Topic 6)

Your network contains an Active Directory forest named Contoso. Local. You have a Microsoft 365 subscription.
You plan to implement a directory synchronization solution that will use password hash synchronization.

From the Microsoft 365 admin center, you successfully verify the contoso.com domain name.

You need to prepare the environment for the planned directory synchronization solution. What should you do first?

A. From Active Directory Domains and Trusts, add contoso.com as a UPN suffix.

B. From the Microsoft 365 admin center verify the Contos

C. Local domain name.

D. From the public DNS zone of contoso.com, add a new mail exchanger (MX) record.
E. From Active Directory Users and Computers, modify the UPN suffix for all users.

Answer: A

NEW QUESTION 15

DRAG DROP - (Topic 6)

Your company has a Microsoft 365 E5 tenant.

Users access resources in the tenant by using both personal and company-owned Android devices. Company policies requires that the devices have a threat level
of medium or lower to access Microsoft Exchange Online mailboxes.

You need to recommend a solution to identify the threat level of the devices and to control access of the devices to the resources.

What should you include in the solution for each device type? To answer, drag the appropriate components to the correct devices. Each component may be used
once, more than once, or not at all. You may need to drag the split bar between panes or scroll to view content.

NOTE: Each correct selection is worth one point.

Solutions Answer Area

An app protection policy Personal devices: Solution

A compliance policy

A configuration profile

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Solutions Answer Area

| . .
 An app configuration policy | Company-owned devices: A compliance policy
|

Personal devices: |An app protection pelicy :
I
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NEW QUESTION 19

- (Topic 6)

Your network contains an on-premises Active Directory domain named contoso.com. The domain contains 1,000 Windows 10 devices.

You perform a proof of concept (PoC) deployment of Microsoft Defender for Endpoint for

10 test devices. During the onboarding process, you configure Microsoft Defender for Endpoint-related data to be stored in the United States.

You plan to onboard all the devices to Microsoft Defender for Endpoint. You need to store the Microsoft Defender for Endpoint data in Europe. What should you do
first?

A. Delete the workspace.

B. Create a workspace.

C. Onboard a new device.
D. Offboard the test devices.
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Answer: B

Explanation:

Storage locations

Understand where Defender for Cloud stores data and how you can work with your data:

* Machine information

- Stored in a Log Analytics workspace.

- You can use either the default Defender for Cloud workspace or a custom workspace. Data is stored in accordance with the workspace location.
Reference:

https://learn.microsoft.com/en-us/azure/defender-for-cloud/plan-defender-for-servers-data- workspace

NEW QUESTION 21
HOTSPOT - (Topic 6)
You have a Microsoft 365 E5 subscription that has auditing turned on. The subscription contains the users shown in the following table.

You plan to create a new user named User1.
How long will the user creation audit event be available if Adminl or Admin2 creates Userl? To answer, select the appropriate options in the answer area.
Each correct selection is worth one point.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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NEW QUESTION 22

- (Topic 6)

You have a Microsoft 365 E5 subscription that uses Microsoft Defender for Endpoint. You plan to perform device discovery and authenticated scans of network
devices. You install and register the network scanner on a device named Devicel.

What should you do next?

A. Connect Defender for Endpoint to Microsoft Intune.

B. Apply for Microsoft Threat Experts - Targeted Attack Notifications.
C. Create an assessment job.

D. Download and run an onboarding package.

Answer: C

NEW QUESTION 23

DRAG DROP - (Topic 6)

DRAG DROP

You have a Microsoft 365 E5 subscription. Several users have iOS devices.

You plan to enroll the iOS devices in Microsoft Endpoint Manager.

You need to ensure that you can create an iOS/iPadOS enrollment profile in Microsoft Endpoint Manager.

Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the
correct order.

Actions Answer Area

From the Micrasoft Endpoint Manager admin center,
add a device enroliment manager.

From the Microsoft Endpoint Manager admin center,
download a cerfificafe signing request. @

Upload an Apple MDM push certificate to Microsoft

Endpoint Manager.
Mammﬁmmmﬁmmﬁﬁmm@) @

Portal.

From the Microsoft Endpoint Manager admin
center, configure device enrollment resinclions.

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Actions Answer Area
: . : R e e e
Fmﬂmeﬁ.tumnﬂErdpmmhhmg&raMnmﬂﬁ. I [From the Microsoft Endpoint M o conk i
R B T o ncn : download a certificate signing request. I
From the Microsoft Endpoint Manager admincenter,} = — — — — — — = = = =" - "_"_"_"_"_"_7
download a certificate signing ] |(|\ Create a cerificate from the Apple Push Certificates
e e £ L @
Upload an Apple MDM push certificate to Microsoft | ~="_=_~_~_~_~_~_~_~ P S S g
Endpoint Manager. i 4@ Upload an Apple MDM push certificate to Microsoft ‘ @
[Create a certficate from the Apple Push Certicates| ez, oror wene9® )]
Ponal.
From the Microsoft Endpoint Manager admin
center, configure device enroliment restnclions.

NEW QUESTION 24
- (Topic 6)
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Leader of IT Certifications

You have a Microsoft 365 subscription.

You view the Service health Overview as shown in the following exhibit.

Service health

Overview sue histon, Renarted

Active issues

Microsoft service health (&)

Issues in your environment that require action (0)

Microsoft service health

Shows the current health status of your Microsoft services. and updates wher

CETWICE

Exchange Online

Microsoft 365 suite

Microsoft Teams

OnelDrive for Business

SharePoint Online

You need to ensure that a user named Userl can view the advisories to investigate service health issues.

Which role should you assign to User1?

A. Message Center Reader

B. Reports Reader

C. Service Support Administrator
D. Compliance Administrator

Answer: B

Explanation:
Service Support admin

Crct ol

12 2

i P

4:20 PM

Assign the Service Support admin role as an additional role to admins or users who need to do the following in addition to their usual admin role:

- Open and manage service requests

- View and share message center posts
- Monitor service health

Incorrect:

* Message center reader

Assign the Message center reader role to users who need to do the following:

- Monitor message center notifications
- Get weekly email digests of message center posts and updates
- Share message center posts

- Have read-only access to Azure AD services, such as users and groups

* Reports reader

Assign the Reports reader role to users who need to do the following:
- View usage data and the activity reports in the Microsoft 365 admin center

- Get access to the Power Bl adoption content pack

- Get access to sign-in reports and activity in Azure AD
- View data returned by Microsoft Graph reporting API
Reference:

https://learn.microsoft.com/en-us/microsoft-365/admin/add-users/about-admin-roles?view=0365-worldwide

NEW QUESTION 25
HOTSPOT - (Topic 6)
HOTSPOT
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Your company has a Microsoft 365 E5 subscription. You need to perform the following tasks:

View the Adoption Score of the company. Create a new service request to Microsoft.

Which two options should you use in the Microsoft 365 admin center? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

B[] [S||@][=]| O] |®] |[e°|[X]||X] &

-

i3

1

Teams & groups v

Roles v

Resources v

Billing v

Support v

Settings v

Setup

Reports v

Health v

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: Reports

View the Adoption Score of the company.

How to enable Adoption Score To enable Adoption Score:

? Sign in to the Microsoft 365 admin center as a Global Administrator and go to Reports > Adoption Score
? Select enable Adoption Score. It can take up to 24 hours for insights to become

available.

Box 2: Support

Create a new service request to Microsoft.

Sign in to Microsoft 365 with your Microsoft 365 admin account, and select Support > New service request. If you're in the admin center, select Support > New
service request.

NEW QUESTION 27

- (Topic 6)

You have a Microsoft 365 subscription.

You need to create a data loss prevention (DLP) policy that is configured to use the Set headers action.
To which location can the policy be applied?

A. OneDrive accounts

B. Exchange email

C. Teams chat and channel messages
D. SharePoint sites

Answer: B

NEW QUESTION 31

- (Topic 6)

Your network contains three Active Directory forests. There are forests trust relationships between the forests.

You create an Azure AD tenant.

You plan to sync the on-premises Active Directory to Azure AD.

You need to recommend a synchronization solution. The solution must ensure that the synchronization can complete successfully and as quickly as possible if a
single server fails.
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What should you include in the recommendation?

A. one Azure AD Connect sync server and one Azure AD Connect sync server in staging mode

B. three Azure AD Connect sync servers and one Azure AD Connect sync server in staging mode
C. six Azure AD Connect sync servers and three Azure AD Connect sync servers in staging mode
D. three Azure AD Connect sync servers and three Azure AD Connect sync servers in staging mode

Answer: A

Explanation:

Azure AD Connect can be active on only one server. You can install Azure AD Connect on another server for redundancy but the additional installation would need
to be in Staging mode. An Azure AD connect installation in Staging mode is configured and ready to go but it needs to be manually switched to Active to perform
directory synchronization.

Reference:

https://docs.microsoft.com/en-us/azure/active-directory/hybrid/how-to-connect-install-custom

NEW QUESTION 33
HOTSPOT - (Topic 6)
You have a Microsoft 365 E5 subscription that uses Microsoft intune. The subscription contains the resources shown in the following table.

Name Type | Member of
User1 User Group1
Devicel | Device | Group2

Userl is the owner of Devicel.
You add Microsoft 365 Apps Windows 10 and later app types to Intune as shown in the following table.
On Thursday, you review the results of the app deployments.

Name Shows in Assignment | Microsoft Office Day of
Company Portal app to install creation

App1 Yes Group1 - Word Monday
Required

App2 Yes Group?2 - Excel Tuesday
Required

App3 Yes Group1 - PowerPoint Wednesday
Availlable

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Answer Area
Statements Yes No
Word is instafled on Devicel 4 g u
App3 is displayed in the Company Portal,
Excel 15 installed on Dencel

A. Mastered

B. Not Mastered

Answer: A

Explanation:

Answer Area
Statements Yes No
Word i installed on Dewvicel Ty 3 .

C |

App3 is displayed in the Company Portal (1

Excel is installed on Devicel

NEW QUESTION 38
- (Topic 6)
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You have a Microsoft 365 E5 tenant that contains the devices shown in the following table.

Name Platform
Devicel | Windows 10 Enterprise
Device2 | 10S
Device3 | Android
Deviced4 | Windows 10 Pro

The devices are managed by using Microsoft Intune.

You plan to use a configuration profile to assign the Delivery Optimization settings. Which devices will support the settings?

A. Devicel only

B. Devicel and Device4

C. Devicel, Device3, and Device4d

D. Devicel, Device2, Device3, and Device4

Answer: A

NEW QUESTION 39
HOTSPOT - (Topic 6)
You have a Microsoft 365 E5 subscription that contains the users shown in the following table.

Name | Member of
User1 Group1

User2 | Group?2
User3 | None

You create an administrative unit named AU1 that contains the members shown in the following exhibit.

AU1

Membaers Role assignments

Add users and groups, or select and remove them. The administrators assigned to this unit will
manage these usars and groups. Adding groups dossn't add usars 1o the unit it lets the assignead
admins manage group settings,

S, Addusers A% Addgroups T Upload users -+ S Fiker | O Search this list

O Members Email address Last sign-in Member type
I:] Userl Ve 19 ek 2 209 2outiook onmicrosoft.com November 4 2022 5t 1025 PML User

D User3 Lser 3% k2 2091 2outiook onmicrosoftcom November 4 2027 st 10:27 PM User

General  Assigned Permissions
You can assign this role to users and groups. and select users and groups to remove
or manage them

Learn more about ass gnmng admn roles

= Addusers "= Add groups

O Adrmin name Lagt segni-in Seope ()
0 Groupl Unavailable for grougs  Organization
] Group2 Unavailable for groups ALl

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE; Each correct selection is worth one point.
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Answer Area

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

NEW QUESTION 44
DRAG DROP - (Topic 6)

Statements

User1 can reset the password of User3.

UserZ can reset the password of User3,

User2 can reset the password of User?.,

Statements

User1 can reset the password of User3.

User? can reset the password of User3, AL

User2 can reset the password of User?. : O

You have a Microsoft 365 subscription.
You have the devices shown in the following table.

Name | TPM version | Operating system | BIOS/UEFI | BitLocker Drive Encryption (BitLocker) |
Devicel | TPM 1.2 Windows 10 Pro BIOS Enabled
Device? | TPM 2 Windows 10 Home | BIOS Not applicable '
Device3 | TPM 2 Windows £.1 Pro LER Frnabled

You plan to join the devices to Azure Active Directory (Azure AD)

What should you do on each device to support Azure AU join? To answer, drag the appropriate actions to the collect devices, Each action may be used once,
more than once, of not at all. You may need to drag the split bar between panes or scroll to view content.
NOTE: Each correct selection is worth one point.

Bection

{ Dveatoie Bt i
gl TPl J\Ij
Samch o LER

Upgrace % Wirstows M) Enterprae

A. Mastered
B. Not Mastered

Answer: A

Explanation:

P e AR e TR PR e el

=

NEW QUESTION 46
HOTSPOT - (Topic 6)

Arswes Ares

Deic et Ty
Pesienl i By
D=t} S Fara

Do - | Deate Bettncicns i

D | Sewmich to LEFL ]

Device}: | Uppraas i Wircows 10 Emerpiss i

You have several devices enrolled in Microsoft Endpoint Manager
You have a Microsoft Azure Active Directory (Azure AD) tenant that includes the users shown In the following table.

Name

Userl Cloud dewwce administrator
User/? Intune administrator

Member of

GroupA
GroupB

User3 None

None

The device limit restrictions in Endpoint manager are configured as shown in the following table.
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Priority

Name  Device limit | Assigned to

.

1 Policy1 15 GroupB
. Policy2 |10 GroupA
Defaull | Allusers | 5 All users

You add user as a device enrollment manager in Endpoint manager
For each of the following statements, select Yes if the statement is true. Otherwise, select No

Anwewer Arca

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Anpewtr Area

NEW QUESTION 49
- (Topic 6)

Statements

e ] can ennoll & masimuam of 10 Sevices in Endpoint MAANSQE

Userd can etwoll & mamrmm of 10 deaces o Endpoint Mandoer

Liwee 3 cam enwoll an unliersted number of deviced in Frdposnt Manages

Statements

Lser) can enroll & maomaam of 10 devices in Endpoing Mansger

U can erwoll & g of 10 devices i Endpoinl Manager

Liser Y can enroll an unliersted number of devicoes in Fraposnt Manager

Yes

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the

stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.
Your network contains an on-premises Active Directory domain named contoso.com. The domain contains the users shown in the following table.

UPN suffix

User1 | Contoso.com

User2 | Fabrikam.com

The domain syncs to an Azure AD tenant named contoso.com as shown in the exhibit. (Click the Exhibit tab.)

PROVISION FROM ACTIVE DIRECTORY
‘ Azure AD Connect cloud provisioning

-HJ nage provisioning (Preview)

Azure AD Connect sync

Sync Status

Last Symc

Password Hash Sync

USER SIGN-IN
Federatban

—

Seamiess single sign-on

Pass-through authenticabon

This feature allows you to manage provisioning from the cloud.

Enabled

Less than 1 hour ago

Enabled

Disabled 0 domains
Enabled 1 doman
Enabled 2 agents

User2 fails to authenticate to Azure AD when signing in as user2@fabrikam.com. You need to ensure that User2 can access the resources in Azure AD.
Solution: From the Microsoft Entra admin center, you add fabrikam.com as a custom domain. You instruct User2 to sign in as user2@fabrikam.com.
Does this meet the goal?

A. Yes
B. No

Answer: A
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Explanation:

The on-premises Active Directory domain is named contoso.com. To enable users to sign on using a different UPN (different domain), you need to add the domain
to Microsoft 365 as a custom domain.

NEW QUESTION 53
- (Topic 6)

You have a Microsoft 365 tenant and a Linkedin company page.
You plan to archive data from the LinkedIn page to Microsoft 365 by using the LinkedIn connector.

Where can you store data from the LinkedIn connector?

A. a Microsoft OneDrive for Business folder

B. a Microsoft SharePoint Online document library
C. a Microsoft 365 mailbox

D. Azure Files
Answer: C

Explanation:
Reference:

https://docs.microsoft.com/en-us/microsoft-365/compliance/archive-linkedin- data?view=0365-worldwide

NEW QUESTION 57
- (Topic 6)

You have a Microsoft 365 tenant.

You plan to manage incidents in the tenant by using the Microsoft 365 security center. Which Microsoft service source will appear on the Incidents page of the

Microsoft 365
security center?

A. Microsoft Cloud App Security

B. Azure Sentinel

C. Azure Web Application Firewall

D. Azure Defender
Answer: A

Explanation:
Reference:

https://docs.microsoft.com/en-us/microsoft-365/security/defender/investigate- alerts?view=0365-worldwide

NEW QUESTION 59
HOTSPOT - (Topic 6)
HOTSPOT

R— — ———
3 of 450 B&T of 887 Microsoft | NIST 800-
p 15444 |i te | 72% 1
e o Reompiete | # completed completed Group 365 23
Data 2 Data
1of 489 f M .
Protection | 14370 Incomplete | 70% En?‘n qi.m fjfnzlf'i; Group2 gl:gmmh Protection
Baseling i ; Baseline

The SP800 assessment has the improvement actions shown in the following table.

Answer Area

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

NEW QUESTION 60
HOTSPOT - (Topic 6)

Statements

Establish a threat intelligence program will appear as implemented in the SP800
assessment

The SPE00 assessment soore vall increase by 54 points

The Data Protection Baseline score will increase by 9 points

Statements

Establish a threat intelligence program will appear as implemented in the SP800
assessment

The SPE00 assessment soore vall increase by 54 points

The Data Protection Baseline score will increase by 9 points
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You have a Microsoft 365 tenant that contains the groups shown in the following table.
Name Type

Group1 Microsoft 365

Group?2 Distnbution

Group3 Mail-enabled secunty

Group4 Secunty

You plan to create a compliance policy named Compliancel.

You need to identify the groups that meet the following requirements:

? Can be added to Compliancel as recipients of noncompliance naotifications
? Can be assigned to Compliancel

To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Can be added to Compliance1 as recipients | v
of noncompliance notifications: Group1 and Group4 only :

Group3 and Group4 only

Group1, Group2 and Group3 only
Group1, Group3, and Group4 only
Group1, Group2, Group3, and Group4

Can be assigned to Compliance1: i v
Group1 and Group4 only '
Group3 and Group4 only

Group1, Group2 and Group3 only
Group1, Group3, and Group4 only
Group1, Group2, Group3, and Group4

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Can be added to Compliance1 as recipients | v
of noncompliance notifications: Group1 and Group4 only :
Group3 and Group4 only!
Group1, Group2 and Group3 only
Group1, Group3, and Group4 only
Group1, Group2, Group3, and Group4
Can be assigned to Compliance1: i v
Group1 and Group4 only
Group3 and Group4 only

_— s ww mr mr Ew e ome ome mm om ome ww

Group1, Group2, Group3, and Group4

NEW QUESTION 62

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it as a result, these questions will not appear in the review screen.

Your network contains an Active Directory domain. You deploy an Azure AD tenant.

Another administrator configures the domain to synchronize to Azure AD.

You discover that 10 user accounts in an organizational unit (OU) are NOT synchronized to Azure AD. All the other user accounts synchronized successfully.
You review Azure AD Connect Health and discover that all the user account synchronizations completed successfully.

You need to ensure that the 10 user accounts are synchronized to Azure AD. Solution: From Azure AD Connect, you modify the filtering settings.

Does this meet the goal?

A. Yes
B. No

Answer: A
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NEW QUESTION 65
HOTSPOT - (Topic 6)
You have a Microsoft 365 E5 tenant that contains the users shown in the following table.

Name | Azure Active Directory Microsoft Store for Member
(Azure AD) role Business role of

User1 | Application administrator | Basic Purchaser Group1
User2 | None Purchaser GroupZ
User3 | None Basic Purchaser Group3

You perform the following actions:

? Provision the private store in Microsoft Store for Business.

? Add an app named Appl to the private store.

? Set Private store availability for Appl to Specific groups, and then select Group3.

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.

Statements Yes No

User1 can install App1 from the private store. O

O

User2 can install App1 from the private store.

User3 can install App1 from the private store. O

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Statements Yes

User1 can install App1 from the private store. O
User2 can install App1 from the private store. Q

User3 can install App1 from the private store. 10!

NEW QUESTION 69
DRAG DROP - (Topic 6)
You have an Azure subscription that is linked to a hybrid Microsoft Entra tenant.

All users sync from Active Directory Domain Services (AD DS) to the tenant by using Express Settings in Microsoft Entra Connect.

You plan to implement self-service password reset (SSPR).

Q|

You need to ensure that when a user resets or changes a password, the password syncs with AD DS.
Which actions should you perform in sequence? To answer, drag the appropriate actions to the correct order. Each action may be used once, more than once, or

not at all. You may need to drag the split bar between panes or scroll to view content.
NOTE: Each correct selection is worth one point.

Actions Anmawer Ares
Froen the Micnssol Enfra admin cender Soep 1 Validaie pevrnessrons b
configure on-premises infegration password Connect Bccoant
o PECRLL
wirtleback
Siep &
Froemn the Microiol Entra admin cenler

configune the authentication melhods bor
S5PR
Step X
Froen the Mitrosol Entra admin center
conbigune the registration seftings for 35PR

St GRoWUR Wiilehads ke o Wi rosalt Eritia
Lnnin

Sedet Paspward winteback  Microsolt Entra
Connpct

A. Mastered
B. Not Mastered

Answer:
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A
Explanation:
Actions Answer Area
; From the Microsalt Entra admin center, | Sep 1: Validate permigsspns Tor the bMicrotott Entra
j configure on-premises integrathon passward Connect account
| writebatle i
e s e Sigp 2: 0 From the Microgof Entra admin centes ]
j From the Microsoft Entra admin center conligurs on-premited integration patsivard |3
configure the suthentication meihods for | y iteback 1
| B5PR 1
_________________ S1en 3 | Sedect Paspwoed writeback in Microsoft Entra
[ e ey e i Connect

e .

1 Seloct Group writeback in Microsoft Entra K
{ Connect I

b e = R e I S Y

i Seldpct Pasyword writeback in Microtoft Entra
| Conmact

NEW QUESTION 71

HOTSPOT - (Topic 6)

From the Microsoft Purview compliance portal, you create a retention policy named Policy 1.

You need to prevent all users from disabling the policy or reducing the retention period. How should you configure the Azure PowerShell command? To answer
select the

appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Answer Area

Set-RetentionCompliancePolicy ol -Jdentity “Policyl”
Set-ComplianceTag
Ser-HoldCompliancePolicy

RestnctveHastention $true

-Force

Set-RetentionCompliancePolicy -RestrictiveRatention

Set-RetentionPolicy

: g -RetentionPolicyTagLinks
Set-RetentionPolicyTag '

-SystemTag

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

Set-RetentionCompliancePolicy v -Jdentity “Policyl®
Set-ComplianceTag
LSe1-HoldComphiancePolicy _ _
RestrictiveRetention
Set-RetentionPolicy
Set-RetentionPolicyTag

-RestnictveRetention $true

-Force

-RetentionPolicyTagLinks
-SystemTag

NEW QUESTION 73

- (Topic 6)

You have a Microsoft 365 E5 subscription.

You create an account tor a new security administrator named SecAdminl.

You need to ensure that SecAdminl can manage Microsoft Defender for Office 365 settings and policies for Microsoft Teams, SharePoint and OneDrive.
Solution: From the Azure Active Directory admin center, you assign SecAdminl the Teams Administrator role.

Does this meet the goal?

A.Yes
B. no

Answer: B

NEW QUESTION 74

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 E5 subscription.

You create an account for a new security administrator named SecAdminl.

You need to ensure that SecAdminl can manage Office 365 Advanced Threat Protection (ATP) settings and policies for Microsoft Teams, SharePoint, and
OneDirive.

Solution: From the Azure Active Directory admin center, you assign SecAdminl the

Security administrator role.
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Does this meet the goal?

A. Yes
B. No

Answer: A

NEW QUESTION 79

HOTSPOT - (Topic 6)

HOTSPOT

Your network contains an on-premises Active Directory domain. You have a Microsoft 365 E5 subscription.

You plan to implement directory synchronization.

You need to identify potential synchronization issues for the domain. The solution must use the principle of least privilege.

What should you use? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

Answer Area

Tool: ) v
EﬁtccessChk : %
Azure AD Connect
Active Directory Explorer
IdFix

Required group membership: v
Domain Admins

Domain Users

Server Operators

Enterprise Admins

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: IdFix

Query and fix invalid object attributes with the IdFix tool

Microsoft is working to reduce the time required to remediate identity issues when onboarding to Microsoft 365. A portion of this effort is intended to address the
time involved in remediating the Windows Server Active Directory (Windows Server AD) errors reported by the directory synchronization tools such as Azure AD
Connect and Azure AD Connect cloud sync. The focus of IdFix is to enable you to accomplish this task in a simple, expedient fashion.

The IdFix tool provides you the ability to query, identify, and remediate the majority of object synchronization errors in your Window’s Server AD forests in
preparation for deployment to Microsoft 365. The utility does not fix all errors, but it does find and fix the majority. This remediation will then allow you to
successfully synchronize users, contacts, and groups from on-premises Active Directory into Microsoft 365. Note: IdFix might identify errors beyond those that
emerge during synchronization. The most common example is compliance with rfc 2822 for smtp addresses. Although invalid attribute values can be synchronized
to the cloud, the product group recommends that these errors be corrected.

Incorrect:

* AccessChk

Box 2: Enterprise Admins

IdFix permissions requirements

The user account that you use to run IdFix must have read and write access to the AD DS domain.

If you aren’t sure if your user account meets these requirements, and you're not sure how to check, you can still download and run IdFix. If your user account
doesn’t have the right permissions, IdFix will simply display an error when you try to run it.

* Enterprise Admins

The Enterprise Admins group exists only in the root domain of an Active Directory forest of domains. The group is a Universal group if the domain is in native
mode. The group is a Global group if the domain is in mixed mode. Members of this group are authorized to make forest-wide changes in Active Directory, like
adding child domains.

Incorrect:

* Domain Admins

Members of the Domain Admins security group are authorized to administer the domain. By default, the Domain Admins group is a member of the Administrators
group on all computers that have joined a domain, including the domain controllers. The Domain Admins group is the default owner of any object that's created in
Active Directory for the domain by any member of the group. If members of the group create other objects, such as files, the default owner is the Administrators
group.

* Server Operator

Server Operators can log on to a server interactively; create and delete network shares; start and stop services; back up and restore files; format the hard disk of
the computer; and shut down the computer. Any service that accesses the system has the Service identity.

* Domain Users - too few permissions

The Domain Users group includes all user accounts in a domain. When you create a user account in a domain, it's automatically added to this group.

NEW QUESTION 81
- (Topic 6)
You have an Azure Active Directory (Azure AD) tenant that contains a user named Userl. Your company purchases a Microsoft 365 subscription.
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You need to ensure that Userl is assigned the required role to create file policies and manage alerts in the Cloud App Security admin center.
Solution: From the Azure Active Directory admin center, you assign the Compliance administrator role to User1.
Does this meet the goal?

A. Yes
B. No

Answer: A

NEW QUESTION 84

- (Topic 6)

You have a Microsoft 365 subscription that contains an Azure AD tenant named contoso.com. The tenant includes a user named User1.
You enable Azure AD ldentity Protection.

You need to ensure that Userl can review the list in Azure AD Identity Protection of users flagged for risk. The solution must use the principle of least privilege.
To which role should you add User1?

A. Security Reader

B. Global Administrator
C. Owner

D. User Administrator

Answer: A
NEW QUESTION 89

- (Topic 6)
You have a Microsoft 365 E5 tenant that contains four devices enrolled in Microsoft Intune as shown in the following table.

Name Platform
Device1 Windows 10
Device2 Android
Device3 macQOS
Deviced I0S

You plan to deploy Microsoft 365 Apps for enterprise by using Microsoft Endpoint Manager. To which devices can you deploy Microsoft 365 Apps for enterprise?

A. Devicel only

B. Devicel and Device3 only

C. Device2 and Device4 only

D. Devicel, Device2. and Device3 only

E. Devicel, Device2, Device3, and Deviced

Answer: B
Explanation:

Reference:
https://docs.microsoft.com/en-us/mem/intune/apps/apps-add

NEW QUESTION 92
HOTSPOT - (Topic 6)
You have a Microsoft 365 E5 subscription that contains a Microsoft SharePoint site named Sitel. Site! contains the files shown in the following table.

Name | Number of IP addresses in the file
File1 2
File2 3

You have a data loss prevention (DLP) policy named DLP1 that has the advanced DLP
rules shown in the following table.

Name Content contains Policy tip | If there is a match, stop | Priority

processing
Rule1 | 3 or more IP addresses | Tip1 No 0
Rule2 | 1 or more IP addresses | Tip2 Yes 1
Rule3 | 2 or more IP addresses | Tip3 No 2

You apply DLP1 to Sitel.
Which policy tip is displayed for each file? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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File1: ‘ T:iz anii . ||

Tip3 only
Tip2 and Tip3

Leader of IT Certifications

Answer Area

Filez TiplandTipZonly ¥
Tip1 only
Tip3 only
Tip1, Tip2, and Tip3

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

File1: ‘ T:EE anii ¥ ||
|

Tip3 only
Tip2 and Tip3

Filez TiplandTipZonly ¥
Tip1 only

Tip1 and Tip2 only
[Tip1, Tip2, and Tip3~

NEW QUESTION 94

HOTSPOT - (Topic 6)

From the Microsoft 365 compliance center, you configure a data loss prevention (DLP) policy for a Microsoft SharePoint Online site named Sitel. Sitel contains
the roles shown in the following table.

Role Member
Site owner Prvi
Site member | Userl
Site visitor User2

Prvi creates the files shown in the exhibit. (Click the Exhibit tab.)

= SharePoint
SITE‘] = Share
Search Documents + New ~ T Upload v 2 Quickedit I3 Sync - = AllDocuments ~ V¥ O /
Documents
i:'] Name Modidfied Muadified By #Add column
A o “Filel.doex Abaut & Mafule &G0
g File2.docx A few seconds ago
u ] File3.docx & A lewy seconds 890

Which files can Userl and User2 open? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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User1: v
File1.docx only

File1.docx and File2.docx only
File1.docx, File2.docx, and File3.docx

User2: v
File1.docx only
File1.docx and File2.docx only
File1.docx, File2.docx, and File3.docx

A. Mastered
B. Not Mastered

Answer: A
Explanation:
User1: v
File1.docx only
File1.docx and File2docx only
File1.docx, File2.docx, and File3.docx |
User2 v

i docony |

File1.docx and File2.docx only
File1.docx, File2.docx, and File3.docx

NEW QUESTION 99

- (Topic 6)

You have a Microsoft 365 subscription that uses Security & Compliance retention policies.

You implement a preservation lock on a retention policy that is assigned to all executive users.

Which two actions can you perform on the retention policy? Each correct answer presents a complete solution.
NOTE: Each correct selection is worth one point?

A. Add locations to the policy

B. Reduce the duration of policy

C. Remove locations from the policy
D. Extend the duration of the policy
E. Disable the policy

Answer: AB

NEW QUESTION 100
HOTSPOT - (Topic 6)
You have a Microsoft 365 ES subscription that has three auto retention policies as show in the following exhibit.
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'_' bl Acdmirefliatosr W P el

e Ty 5
Operations

UserIds

RetentionDuration ThreeMonths

Retention2
150
ordTypes {MicrosoftTeams}
Cperations {teamcreated)
UserIds {Userl@sk20e628outlook .ormicrosoft.com)

RetentionDuration S1ixMonths
Retention3
Operations

LserIds [User2@sk200628out look .onmicrosoft . com)

RetentionDuration TwelveMonths

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic NOTE Each correct
selection is worth one point.
]

1 Lkt cErate tearn i LA off Tear s L _|mdﬁ.¢t|

T Liperd 2o & chanre i MiCrosof Teard, the svent o [answer chodos]

A. Mastered
B. Not Mastered

Answer: A
Explanation:

Afviorrt fica

f Ukart cowatin & teden in Micspacht Teama, the event & [snswer chokoe]

f Liner? sy & chsnre] i Microao® Tesmd, the event o [anewer cholos]

NEW QUESTION 101

DRAG DROP - (Topic 6)

Your company purchases a cloud app named Appl.

You need to ensure that you can use Microsoft Cloud App Security to block downloads in Appl. Appl supports session controls.

Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the
correct order.
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Actions

Deploy Azure Active Dlrectnw
(Azure AD) Application Proxy.

From the Cloud App Security admin
center, add an app connector.

Signinto App1.

Create a conditional access policy.

A

From the Azure Active Directory admin
_ﬂenter, configure the Diagnostic settings.

From the Azure Active Directory admin
center, add an app registration for App1.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Actions

(Azure AD) Application Proxy.

[ " Deploy Azure Active Directory
From the Cloud App Security admin
center, add an app connector.

From the Azure Active Directory admin
center, configure the Diagnostic settings.

i i . " s o, _si

' From the Azure Active Directory admin

center add an app registration for App1.

NEW QUESTION 105
DRAG DROP - (Topic 6)

Answer Area

Answer Area

©0O

e S Sy

From the Cloud App Security admin
center, add an app connector.

S ]

You have a Microsoft 365 E5 subscription that contains the devices shown in the following table.

Type Number of devices | Operating system Enroliment status
Corporate 150 Windows 11 Azure AD-joined.
Microsoft Intune-
managed
Bring your own 25 Windows 11 Unmanaged
device (BYOD)

You need to onboard the devices to Microsoft Defender for Endpoint. The solution must minimize administrative effort.

What should you use to onboard each type of device? To answer, drag the appropriate onboarding methods to the correct device types. Each onboarding method

may be used once, more than once, or not at all. You may need to drag the split bar between panes or scroll to view content.

NOTE: Each correct selection is worth one point.
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Onboarding method Device Type

& local sonpt Corporate

Growup Policy

EYOD:

niagration wath Macrosoft Defender for Uloupd
Microsoft Intune

Virtual Desktop infrastructure (VD) scripts

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Onboarding method Device Type

e Sy - -

NEW QUESTION 106

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an Active Directory domain. You deploy an Azure AD tenant.

Another administrator configures the domain to synchronize to Azure AD.

You discover that 10 user accounts in an organizational unit (OU) are NOT synchronized to Azure AD. All the other user accounts synchronized successfully.
You review Azure AD Connect Health and discover that all the user account synchronizations completed successfully.

You need to ensure that the 10 user accounts are synchronized to Azure AD. Solution: You run idfix.exe and export the 10 user accounts.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:

The question states that “all the user account synchronizations completed successfully”. If there were problems with the 10 accounts that needed fixing with
idfix.exe, there would have been synchronization errors in Azure AD Connect Health.

It is likely that the 10 user accounts are being excluded from the synchronization cycle by a filtering rule.

Reference:

https://docs.microsoft.com/en-us/azure/active-directory/hybrid/how-to-connect-sync- configure-filtering

NEW QUESTION 111
HOTSPOT - (Topic 6)
Your company has a Microsoft 365 subscription That contains the domains shown in the following exhibit.

Domains
Add domain =5 Buydomain () Refresh
Domain name | Gtatus Us Choose columns
L] contoso221018.cnmicrosoft.com (Default) @ Heaithy
|_| contoso.com . o' ncompiets sefup
U east.contoso221018.onmicrosoft.com : @ Noservices selected

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE; Each correct selection is worth one point.
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Answer Area
An adrministrator can create utemames that | conteol 10 R onmicrosolt com domain only : i
contain the lanswer choloe]. |1 00 et £ -

contoend 2 W Eonmicroseftcom domain and 3 is subdomains only
pontoseld 101 L onmicresoftcom and eastooniosal 21018 onmacresaftcom domains anly
contosol2 101 A onmicrosoft.com. eastoontoso22 101 B.onmicrodaftoom. and contoso.com domainsy

Exchange Online can recebae inbound email | consorad2 100 Bonmicrasaft com domasin anly b

fulst e LTS LR R T F Y g D B cond oo 2 100 BLonmicrosolt.com domain anly
contosod 2 10T Bonmicrosoft.oom domadn 2nd all its subdomains ondy
contosal 2 101 B onmicrosolt.com and eastoontesald 101 Sonmicroseft.com domaims only
coniosol 2 10N B.onmicrosoft.com amiconiosol 2 1018.onmiciosof.com. and contoso.com domains
A. Mastered

B. Not Mastered

Answer: A
Explanation:
Answer Area
An administrater can create usermarmes that _contoLod 2 100 Bonmicresofl com domain only o
contain the [answer choboe].| | <Ll erem 't exur ok y -
" (GntoTo X2 THTR BomidnGud Tofh Dafmdin asd 3MHs subdomains anh

i
eontoea 2 107 .onmicrosoft com and eastooniodol 21018 onmacrosofucom domaing only

contosod2 101 S onmicrosoft.com, eastoontosod2 1 D18.onmicrosaftoom, and contoso.com domaing

Bcchange Online can recehae inbound email | consorad2 100 Bonmicrasaft com domasin anly b
massages sent 10 the [andwer chalea]. JEtroeil [ Fart e e s . e ey Y
TeAnToSn2 TOTR SnMITrasofLiom Somainand Ji its subdomains ondy
contoso2 2 101 B onmicrosolt.com and eastoontoro? 101 Lonmicrosoft. com domams onby
| con1o£022 101 Bonmicrosoft.com, aatconiosal2 1018 onmiciosofl.oam. and CORLoLO com damains

NEW QUESTION 114
- (Topic 6)

You have a Microsoft 365 E5 tenant that contains 500 Windows 10 devices. The devices are enrolled in Microsoft intune.

You plan to use Endpoint analytics to identify hardware issues.
You need to enable Window health monitoring on the devices to support Endpoint analytics What should you do?

A. Configure the Endpoint analytics baseline regression threshold.
B. Create a configuration profile.

C. Create a Windows 10 Security Baseline profile

D. Create a compliance policy.

Answer: B

NEW QUESTION 116

HOTSPOT - (Topic 6)

HOTSPOT

You have a Microsoft 365 E5 subscription.

All company-owned Windows 11 devices are onboarded to Microsoft Defender for Endpoint.
You need to configure Defender for Endpoint to meet the following requirements:

? Block a vulnerable app until the app is updated.

? Block an application executable based on a file hash.

The solution must minimize administrative effort.

What should you configure for each requirement? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Answer Area

Block a vulnerable app until the app is updated: | __ | v |
E An alow or block file E
| A file indicator
A remediation request
An update ring

Block an application executable based on a file hash: | v
An alow or block file
A file indicator

A remediation request
An update ring

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Box 1: A remediation request

Block a vulnerable app until the app is updated.
Block vulnerable applications
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How to block vulnerable applications

? Go to Vulnerability management > Recommendations in the Microsoft 365 Defender portal.

? Select a security recommendation to see a flyout with more information.

? Select Request remediation.

? Select whether you want to apply the remediation and mitigation to all device groups or only a few.

? Select the remediation options on the Remediation request page. The remediation options are software update, software uninstall, and attention required.

? Pick a Remediation due date and select Next.

? Under Mitigation action, select Block or Warn. Once you submit a mitigation action, it is immediately applied.

? Review the selections you made and Submit request. On the final page you can

choose to go directly to the remediation page to view the progress of remediation activities and see the list of blocked applications.

Box 2: A file indicator

Block an application executable based on a file hash.

While taking the remediation steps suggested by a security recommendation, security admins with the proper permissions can perform a mitigation action and
block vulnerable versions of an application. File indicators of compromise (IOC)s are created for each of the executable files that belong to vulnerable versions of
that application. Microsoft Defender Antivirus then enforces blocks on the devices that are in the specified scope.

The option to View details of blocked versions in the Indicator page brings you to the Settings > Endpoints > Indicators page where you can view the file hashes
and response actions.

NEW QUESTION 119

- (Topic 6)

You have a Microsoft 365 E5 tenant.

You need to create a policy that will trigger an alert when unusual Microsoft Office 365 usage patterns are detected.
What should you use to create the policy?

A. the Microsoft 365 admin center

B. the Microsoft Purview compliance portal

C. the Microsoft Defender for Cloud Apps portal
D. the Microsoft Apps admin center

Answer: C

NEW QUESTION 120

HOTSPOT - (Topic 6)

Your company uses Microsoft Defender for Endpoint.

The devices onboarded to Microsoft Defender for Endpoint are shown in the following table.

Name Device group
Devicel | ATP1
Device2 | ATP1
Device3 | ATP2

The alerts visible in the Microsoft Defender for Endpoint alerts queue are shown in the following table.

Name Device
Alert1 Device1l
Alert2 Device?
Alert3 Device3

You create a suppression rule that has the following settings:

* Triggering 10C: Any IOC

* Action: Hide alert

» Suppression scope: Alerts on ATP1 device group

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point
Answer Arca

Statements Yes Ne

Afler you create the suppression rule, Alert? s visible in the alerts queus
After you create the suppression rsle, Alertd s vesibie in the alerts queus,
After you créate the suppression rule, a new alert tnggered on Device? is visible in the alerts

queue

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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Answer Area

Statements Yes Ne

After you create the suppression rule, Alertl is visible in the aleris queue.
After you create the suppression rsle, Alertd s vesibie in the alerts queus,

After you create the suppression rule, & new alert triggered on Device2 is visible in the alerts

queye
NEW QUESTION 125
- (Topic 6)
You have a hybrid deployment of Microsoft 365 that contains the users shown in the following table.
Name Source Last sign in
User1 | Azure AD Yesterday
User2 | Active Directory Domain Services | Two days ago
(AD DS)
User3 | Active Directory Domain Services Never
(AD DS)

Azure AD Connect has the following settings:

? Password Hash Sync: Enabled

? Pass-through authentication: Enabled

You need to identify which users will be able to authenticate by using Azure AD if connectivity between on-premises Active Directory and the internet is lost.
Which users should you identify?

A. none

B. Used onlyl

C. Userl and User2 only

D. Userl. User2, and User3

Answer: D

Explanation:
Reference:
https://docs.microsoft.com/en-us/azure/active-directory/hybrid/choose-ad-authn”

NEW QUESTION 130

- (Topic 6)

You have a Microsoft 365 E5 tenant.

You need to ensure that when a document containing a credit card number is added to the tenant, the document is encrypted.
Which policy should you use?

A. a retention policy

B. a retention label policy
C. an auto-labeling policy
D. an insider risk policy

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/apply-sensitivity-label-automatically?view=0365-worldwide

NEW QUESTION 132

- (Topic 6)

You have a Microsoft 365 E5 tenant. Users store data in the following locations:
? Microsoft Teams

? Microsoft OneDrive

? Microsoft Exchange Online

? Microsoft SharePoint Online

You need to retain Microsoft 365 data for two years.

What is the minimum number of retention policies that you should create?

00w
A WDN PP

Answer: C
Explanation:

Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/create-retention-policies ?view=0365-worldwide
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NEW QUESTION 137
HOTSPOT - (Topic 6)

uses Microsoft Intune. You have devices enrolled in Intune as shown in the following table.
You create the device configuration profiles shown in the following table.

-You have a Microsoft 365 E5 subscription that

Name Platform Assignments: Assignments: |Scope tags
Included groups | Excluded groups

Profile1| Windows 10 | Group1 Group3 Tag1, Tag2
and later

Profile2 | Android All devices Group2 Tag1, Tag2
Enterprise

Profile3 | Android GroupZ2, Group3 Group3 Tag1
Enterprise

Profile4 | Windows 10 | Group3 None Default
and later

Which profiles will be applied to each device? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Device1:

No profiles

Profile1 only

Profile4 only

Profile1 and Profile4 only

Profile1, Profile1, and Profile4 only

DeviceZ2:

A. Mastered

No profiles
Profile1 only
Profile2 only
Profile3 only
Profile1 and Profile2 only
Profile2 and Profile3 only

B. Not Mastered

Answer: A

Explanation:
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Device1: v

'No profiles

Profile1 only
Profile4 onl

Profile1, Profile1, and Profile4 only

DeviceZ2: v

No profiles
Profile1 only
Profile2 only _ _
\Profile3 only |
Profile1 and Profile2 only
Profile2 and Profile3 only

NEW QUESTION 138

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an on-premises Active Directory domain named contoso.com. The domain contains the users shown in the following table.

Name UPN suffix
User1 | Contoso.com
User2 | Fabrnkam.com

The domain syncs to an Azure AD tenant named contoso.com as shown in the exhibit. (Click the Exhibit tab.)

PROVISION FROM ACTIVE DIRECTORY
Azure AD Connect cloud provisioning

This feature allows you to manage provisioning from the cloud.

iﬁanaqo provisioning (Preview)

Azure AD Connect sync
Sync Status Enabled
Last Sync Less than 1 hour ago
Password Hash Sync Enabled

USER SIGN-IN
Federation Disabled 0 domains
Seamless single sign-on Enabled 1 domain
Pass-through authentication  Enabled 2 agents
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User?2 fails to authenticate to Azure AD when signing in as user2@fabrikam.com. You need to ensure that User2 can access the resources in Azure AD.
Solution: From the Microsoft Entra admin center, you assign User2 the Security Reader role. You instruct User2 to sign in as user2@contoso.com.
Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:
This is not a permissions issue so you do not need to assign the Security Reader role. The on-premises Active Directory domain is named contoso.com. User2
could sign on as user2@contoso.com but you would first need to change the UPN of User2 to user2@contoso.com.

NEW QUESTION 140

- (Topic 6)

Your on-premises network contains an Active Directory domain.

You have a Microsoft 365 subscription.

You need to sync the domain with the subscription. The solution must meet the following requirements:

On-premises Active Directory password complexity policies must be enforced. Users must be able to use self-service password reset (SSPR) in Azure AD. What
should you use?

A. password hash synchronization

B. Azure AD Identity Protection

C. Azure AD Seamless Single Sign-On (Azure AD Seamless SSO)
D. pass-through authentication

Answer: D

Explanation:

Azure Active Directory (Azure AD) Pass-through Authentication allows your users to sign in to both on-premises and cloud-based applications using the same
passwords.

This feature is an alternative to Azure AD Password Hash Synchronization, which provides the same benefit of cloud authentication to organizations. However,
certain organizations

wanting to enforce their on-premises Active Directory security and password policies, can choose to use Pass-through Authentication instead.

Note: Azure Active Directory (Azure AD) self-service password reset (SSPR) lets users reset their passwords in the cloud, but most companies also have an on-
premises Active Directory Domain Services (AD DS) environment for users. Password writeback allows password changes in the cloud to be written back to an on-
premises directory in real time by using either Azure AD Connect or Azure AD Connect cloud sync. When users change or reset their passwords using SSPR in
the cloud, the updated passwords also written back to the on-premises AD DS environment.

Password writeback is supported in environments that use the following hybrid identity models:

Password hash synchronization Pass-through authentication

Active Directory Federation Services

Reference:

https://docs.microsoft.com/en-us/azure/active-directory/hybrid/how-to-connect-pta https://docs.microsoft.com/en-us/azure/active-directory/authentication/concept-
sspr-writeback

NEW QUESTION 144

HOTSPOT - (Topic 6)

You have several devices enrolled in Microsoft Endpoint Manager.

You have a Microsoft Azure Active Directory (Azure AD) tenant that includes the users shown in the following table.

. _Name | Memberof |
User? Group1

: UserZ Group1, GroupZ
LUser3 | None ,

The device type restrictions in Endpoint Manager are configured as shown in the following table.

Priority | Name Allowed platform Assigned to

1 Policy! | Androad, 10S, Windows (MDM) | None |

2 Policyd | Windows (MDM) Groups |
3 Policy3 | Androsd, 105 Group!
— , — |
| Default | All users | Androsd, Windows (MDM All users |
Answer Area
Statements Yes HNo
User can enroll Windows dewoes in Endpoint Managet
Liserd can enmoll Androed devwoes in Endpoint Manages
Userd can enroll 805 déevices in Endpoint Manager
A. Mastered

B. Not Mastered

Answer: A
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Explanation:
Angwer Area
Statements Yes Mo
9
Userl can enroll Windows dewces in Endpoint Manages i
= ’ -3
Liserd can enmoll Androed devwoes in Endpoint Manages
Lérd can enroll 105 devices in Endpoint Manager 'l
b =

NEW QUESTION 148

- (Topic 6)

You have a Microsoft 365 E5 subscription.

You plan to create a data loss prevention (DLP) policy that will be applied to all available locations.
Which conditions can you use in the DLP rules of the policy?

A. sensitive info types

B. content search queries
C. keywords

D. sensitivity labels

Answer: C

Explanation:

Apply retention labels to content automatically if it matches specific conditions, that includes cloud attachments that are shared in email or Teams, or when the
content contains:

Specific types of sensitive information.

Specific keywords that match a query you create.

Pattern matches for a trainable classifier.

Note: Retention policies can be applied to the following locations: Exchange mailboxes

SharePoint classic and communication sites OneDrive accounts

Microsoft 365 Group mailboxes & sites Skype for Business

Exchange public folders

Teams channel messages (standard channels and shared channels) Teams chats

Teams private channel messages Yammer community messages Yammer user messages

Reference:

https://learn.microsoft.com/en-us/microsoft-365/compliance/retention https://learn.microsoft.com/en-us/microsoft-365/compliance/dlp-exchange-conditions-and-
actions

NEW QUESTION 151

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an Active Directory domain. You deploy an Azure AD tenant.

Another administrator configures the domain to synchronize to Azure AD.

You discover that 10 user accounts in an organizational unit (OU) are NOT synchronized to Azure AD. All the other user accounts synchronized successfully.
You review Azure AD Connect Health and discover that all the user account synchronizations completed successfully.

You need to ensure that the 10 user accounts are synchronized to Azure AD. Solution: From the Synchronization Rules Editor, you create a new outbound
synchronization rule.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:

The question states that “all the user account synchronizations completed successfully”. Therefore, the synchronization rule is configured correctly. It is likely that
the 10 user accounts are being excluded from the synchronization cycle by a filtering rule.

Reference:

https://docs.microsoft.com/en-us/azure/active-directory/hybrid/how-to-connect-sync- configure-filtering

NEW QUESTION 153
HOTSPOT - (Topic 6)
Your company has a Microsoft 365 subscription that uses an Azure AD tenant named contoso.com. The tenant contains the users shown in the following table.

Name Role Office 365 role group
User1 None Compliance Data
Administrator
User2 Global Administrator | None

You create a retention label named Label 1 that has the following configurations:

* Retains content for five years

» Automatically deletes all content that is older than five years

You turn on Auto labeling for Labell by using a policy named Policyl. Policyl has the following configurations:
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* Applies to content that contains the word Merger

« Specifies the OneDrive accounts and SharePoint sites locations You run the following command.
Set-RetentionConpliancePolicy Policyl -RestrictiveRetention Strue -Force
For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.

Answer Arca
Statements Yes No
User1 can add Exchange email as a location to Policy1.
Userd can remove SharePoint sites from Policy1
User2 can add the word Acquisition to Policy1
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Answer Arca
Statements Yes No

User1 can add Exchange email as a location to Policy1

User2 can remove SharePoint sites from Policy1.

User2 can add the word Acquisition to Policy1.

NEW QUESTION 155
HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 subscription that contains a user named Userl and the administrators shown in the following table.

Userl reports that after sending 1,000 email messages in the morning, the user is blocked from sending additional emails. You need to identify the following:

* Which administrators can unblock Userl

* What to configure to allow Userl to send at least 2,000 emails per day without being blocked
What should you identify? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

Answer Area

A. Mastered
B. Not Mastered

Answer: A

Explanation:

The Leader of IT Certification

Administrators:

Settings:
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Admin1 only
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Answer Area

NEW QUESTION 158
- (Topic 6)

Administrators: lén,';mun,-', only "’I
Admin1 only
'Admin1 and Admin2 only
Adming and Admin3 only
Admini, Admin2, and Admin3

Settings: | Anti-spam w

Anti-phishing
Anti-malware
Advanced delivery
Enhanced filtening

You have a Microsoft 365 E5 subscription.

Users have Android or iOS devices and access Microsoft 365 resources from computers that run Windows 11 or MacOS.

You need to implement passwordless authentication. The solution must support all the devices.
Which authentication method should you use?

A. Windows Hello
B. FID02 compliant security keys
C. Microsoft Authenticator app

Answer: C

NEW QUESTION 160
- (Topic 6)

You have a Microsoft 365 tenant that contains 1,000 Windows 10 devices. The devices are enrolled in Microsoft Intune.

Company policy requires that the devices have the following configurations:
? Require complex passwords.

? Require the encryption of removable data storage devices.

? Have Microsoft Defender Antivirus real-time protection enabled.

You need to configure the devices to meet the requirements.

What should you use?

A. an app configuration policy

B. a compliance policyC a security baseline profile D a conditional access policy

Answer: B

Explanation:
Reference:

https://docs.microsoft.com/en-us/mem/intune/protect/device-compliance-get-started

NEW QUESTION 162
HOTSPOT - (Topic 6)

Your network contains an on-premises Active Directory domain named adatum.com that syncs to Azure AD by using the Azure AD Connect Express Settings.

Password write back is disabled.

You create a user named Userl and enter Pass in the Password field as shown in the following exhibit.

The Leader of IT Certification
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New Object - User x

! Creste ix  Adastum com/

b
Fazresort TIL
Confem pas rwoed sens

[ User must change password af nest logon
(] Uses cannot change pasiword

[ Pastword nevver espuies

[ ] Account is deeabled

< Back [ET Cancel

The Azure AD password policy is configured as shown in the following exhibit. Password policy
Set the password policy for all users in your organization. Days before passwords expire 90
Days before a user is notified about 14 expiration

You confirm that Userl is synced to Azure AD.

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Answer Area
Statements Yes
Uiser1 can sign in to Azure AD
Userl can change the password immediately by using the My Apps portal
From Azure AD, Userl must change the password every 90 days.
A. Mastered

B. Not Mastered
Answer: A

Explanation:
Answer Area

Statements Yes

|
Uiser1 can sign in to Azure AD i
User1 can change the password immediately by using the My Apps portal

From Azure AD, Userl must change the password every 90 days. ' '

NEW QUESTION 166

HOTSPOT - (Topic 6)

HOTSPOT

You have a Microsoft 365 tenant.

You plan to create a retention policy as shown in the following exhibit.

The Leader of IT Certification
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Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

Answer Arca

Microsofl SharePoint files that are affected by the policy wall g -

o - -]

be J[answer choice]. § recoverable for up to seven years :

| retained for only seven years from when they were created

Once the policy is created, [answer choloe] | same data may be deleted immediately

data will be retamed for a minamum of seven years

| users wall be preventad from permanently deleting email messages for Seven years

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: Deleted seven years after they were created. From the exhibit:

The retention policy applies to SharePoint sites.

Delete items that are older than 7 years based on when they were created.

Box 2: data will retained for a minimum of seven years

The longest retention period wins. If content is subject to multiple retention settings that retain content for different periods of time, the content will be retained until
the end of the longest retention period for the item.

Note: Use a retention policy to assign the same retention settings for content at a site or mailbox level, and use a retention label to assign retention settings at an
item level (folder, document, email).

For example, if all documents in a SharePoint site should be retained for 5 years, it's more efficient to do this with a retention policy than apply the same retention
label to all documents in that site. However, if some documents in that site should be retained for 5

years and others retained for 10 years, a retention policy wouldn't be able to do this. When you need to specify retention settings at the item level, use retention
labels.

NEW QUESTION 167

- (Topic 6)

You have a Microsoft Azure Active Directory (Azure AD) tenant named Contoso.com. You create a Microsoft Defender for identity instance Contoso.
The tenant contains the users shown in the following table.

Name Member of group Azure AD role
User1 | Defender for identity Contoso None

Adminstrators |

UserZ | Defender for identity Contoso Users | None

User2 | None Secunty admerustrator
Userd | Defender for identity Contoso Lsers | Global adminestrator

You need to modify the configuration of the Defender for identify sensors.
Solutions: You instruct User3 to modify the Defender for identity sensor configuration. Does this meet the goal?

A. Yes
B. No

Answer: A
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NEW QUESTION 169

- (Topic 6)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an on-premises Active Directory domain named contoso.com. The domain contains the users shown in the following table.

Name UPN suffix
User1l | Contoso.com
User2 | Fabrikam.com

The domain syncs to an Azure AD tenant named contoso.com as shown in the exhibit. (Click the Exhibit tab.)
PROVISION FROM ACTIVE DIRECTORY
‘ Azure AD Connect cloud provisioning

This feature allows you to manage provisioning from the cloud.

Manage provisioning (Preview]}

Azure AD Connect sync
Sync Status Enabled
Last Sync Less than 1 hour ago
Password Hash Sync Enabled

USER SIGN-IN
Federation Disabled 0 domains
Seamless single sign-on Enabled 1 domain
Pass-through authentication  Enabled 2 agents

User?2 fails to authenticate to Azure AD when signing in as user2@fabrikam.com. You need to ensure that User2 can access the resources in Azure AD.
Solution: From the on-premises Active Directory domain, you assign User2 the Allow logon locally user right. You instruct User2 to sign in as
user2@fabrikam.com.

Does this meet the goal?

A. Yes
B. No

Answer: B

Explanation:
This is not a permissions issue.
The on-premises Active Directory domain is named contoso.com. To enable users to sign on using a different UPN (different domain), you need to add the domain

to Microsoft 365 as a custom domain.

NEW QUESTION 173

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 tenant that connects to Microsoft Defender for Endpoint. You have devices enrolled in Microsoft Intune as shown in the following
table.

Name Platform

Device1 Windows 10
Device?2 Windows 8.1

Device3 10S
Device4 Android

You plan to use risk levels in Microsoft Defender for Endpoint to identify whether a device is compliant. Noncompliant devices must be blocked from accessing
corporate resources.

You need to identify which devices can be onboarded to Microsoft Defender for Endpoint, and which Endpoint security policies must be configured.

What should you identify? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

The Leader of IT Certification visit - https://www.certleader.com



CertLeaderm 100% Valid and Newest Version MS-102 Questions & Answers shared by Certleader

Toader of IT Cortifications https://www.certleader.com/MS-102-dumps.html (312 Q&As)

Devices that can onboarded to v
Microsoft Defender for Endpoint: [Device 1 only

Device 1 and Device 2 only

Device 1 and Device 3 only

Device 1 and Device 4 only

Device 1, Device 2, and Device 4 only
Device 1, Device 2, Device 3, and Device 4

Endpoint securty policies v
that must be configured: A conditional access policy only

A device compliance policy only

A device configuration profile only

A device configuration profile and a conditional access policy only

Device configuration profile, device compliance policy, and conditional access policy

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Text, table Description automatically generated with medium confidence

NEW QUESTION 177

HOTSPOT - (Topic 6)

You have 2,500 Windows 10 devices and a Microsoft 365 E5 tenant that contains two users named Userl and User2. The devices are not enrollment in Microsoft
Intune.

In Microsoft Endpoint Manager, the Device limit restrictions are configured as shown in the following exhibit.

Device limit restrictions
Priority MName Device lirmit Assigned
Dhelanlt

In Azure Active Directory (Azure AD), the Device settings are configured as shown in the following exhibit.

v
From Microsoft Endpoint Manager, you add User2 as a device enrollment manager (DEM).
For each of the following statement, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.
Answer Area
Statements Yes Mo
Liser] can enrodl only five devices in Intune
User? can jom only free devices o Azure AD
Userd can enccll all the devces in Intune
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Answer Arca

Statements Yes Mo

Liser! can enroll only five devices in Intune |
Liser? can jom only free devices (o Azure AD |

Lser? coan anccll ol the desaces in Intune I
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NEW QUESTION 180

HOTSPOT - (Topic 6)

You have a Microsoft 365 ES tenant.

You have the alerts shown in the following exhibit.

View alerts

Alerl name Status hl-l.]'i Category ACTheity Cown Ladt occurmence

Seventy

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.

NOTE: Each correct selection is worth one point.

Armwer Area
For Alest), you can change Status 1o b_
AL Ll i O Faraierd oy
iveriinating of Deirmwasc) orly
rreeitioating. Resolved, of Deirmisied
change Tratus 1o Deimmiad onky
changje Status 1o Dvirnesed o Ad e onlly
change Liatus 10 Chumeiesd OF mveilagatng Ordy
change Cratus 1o Deirmsed Irves o at L] & T
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Angwer Area
For adert, you can change St 10
Frersipating oF FEsnbeed orily
e i igatineg o Deprewmsaed orly
metstigating Resabved of Dnmiied
chardpe Status 1o Deirmted ordky
huardpr Status, 10 Deiraaes of Atk only
change Status 1o [epressed of Irnsriigating ordy
r "‘""'J" Cratus 10 [etrvwgest rl.ﬂ'.fu:.:l'ni o AT
NEW QUESTION 185
- (Topic 6)
You have a Microsoft 365 subscription.
You have the retention policies shown in the following table.
Name Location | Retain items Start the At the end of the
for a specific | retention period retention period
period based on
Policy1 | SharePoint | 1 years When items were | Delete items automatically
sites created
Policy2 | SharePoint | 2 years When items were | Do nothing
sites last modified

Both policies are applied to a Microsoft SharePoint site named Sitel that contains a file named Filel.docx.
Filel.docx was created on January 1, 2022 and last modified on January 31,2022. The file was NOT modified again.
When will Filel.docx be deleted automatically?

A. January 1,2023
B. January 1,2024
C. January 31, 2023
D. January 31, 2024
E. never

Answer: D
Explanation:

Retention wins over deletion. Note:
Explanation for the four different principles:

* 1. Retention wins over deletion. Content won't be permanently deleted when it also has retention settings to retain it. While this principle ensures that content is
preserved for compliance reasons, the delete process can still be initiated (user-initiated or system- initiated) and consequently, might remove the content from

users' main view. However, permanent deletion is suspended.
* 2. Etc. Reference:
https://learn.microsoft.com/en-us/microsoft-365/compliance/retention
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NEW QUESTION 187
- (Topic 6)
You have an Azure AD tenant.

You have 1,000 computers that run Windows 10 Pro and are joined to Azure AD. You purchase a Microsoft 365 E3 subscription.

You need to deploy Windows 10 Enterprise to the computers. The solution must minimize administrative effort.
What should you do?

A. From the Microsoft Endpoinf Manager admin center, create a Windows Autopilot deployment profil
B. Assign the profile to all the computer

C. Instruct users to restart their computer and perform a network restart.

D. Enroll the computers in Microsoft Intun

E. Create a configuration profile by using the Edition upgrade and mode switch templat

F. From the Microsoft Endpoint Manager admincenter, assign the profile to all the computers and instruct users to restart their computer.
G. From Windows Configuration Designer, create a provisioning package that has an EditionUpgrade configuration and upload the package to a Microsoft

SharePoint Online sit

H. Instruct users to run the provisioning package from SharePoint Online.

I. From the Azure Active Directory admin center, create a security group that has dynamic device membershi
J. Assign licenses to the group and instruct users to sign in to their computer.

Answer: B

NEW QUESTION 190

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 tenant.

You have a sensitivity label configured as shown in the Sensitivity label exhibit. (Click the
Sensitivity label tab.)

Review your settings and finish

Name

Sensitivity

Display name

Sensitivity 1

Description for users

Sensitivity 1

Scope

File. Email
Encryption

Content marking

VA Ty

I - ol AN atarmn ool
Watermark: Watermark

Header. Header
Auto-labeling
Group settings
Site settings

Auto-labeling for database columns

' |
1 Fata’
JOne

You have an auto-labeling policy as shown in the Auto-labeling policy exhibit. (Click the Auto-labeling policy tab.)
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Auto-labeling policy

Policy name
Auto-labeling policy

Description

Label in simulation

Sensitivity 1

Info to label

IP Address

Delete Policy

Apply to content in these locations

Exchange emall All

Rules for auto-applying this label

Exchange email

Mode

wn

Comment

1 rule

A user sends an email that contains the components shown in the following table.

Type File Includes IP address
Mail body Not No
applicable
Attachment Filel docx | Yes
Attachment File2 xml Yes

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.

Statements Yes No

Sensitivity1 is applied to the email

A watermark is added to File1.docx.

A header is added to File2.xml. O O

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Statements Yes No
—_
Sensitivity1 is applied to the email. | O O
A watermark is added to File1.docx. O Ke :

A header is added to File2.xml. O

NEW QUESTION 192
DRAG DROP - (Topic 6)

DRAG DROP
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Your network contains an on-premises Active Directory domain that syncs to Azure Active
Directory (Azure AD). The domain contains the servers shown in the following table.

Name Operating system Configuration

Server1 Windows Server 2016

File Server Resource
Manager (FSRM)

Server2 Windows Server 2016 None

You use Azure Information Protection.

You need to ensure that you can apply Azure Information Protection labels to the file stores on Serverl.
Which three actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the

correct order.

Actions
Authorize Serverl.
Install the Microsoft Rights Management connector on
Server2,

Install a certificate on Server2,
Install a certificate on Serverl.
Register a service principal name for Serverl.

Run GenConnectorConfig.psl on Serverl,

Run GenConnectorConfig.psl on Senvers.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

e e e e e e e B e e B et

| Server2, ,

i T i =]

i Register a service principal name for Server1. |
| |

T — T — "o, _1.__15

R

NEW QUESTION 194
HOTSPOT - (Topic 6)

Answer Area

Answer Area

_Srer\rerl.

e P C P ——

You have a Microsoft 365 subscription that contains the administrative units shown in the following table.

Name Members
AU Group1, User2
AU2 Group2, User3, User4

The groups contain the members shown in the following table.

Name Members
Group1 | User1
Group? | User2, User4

The users are assigned the roles shown in the following table.

Name Role Scope
User1 None Not applicable
User2 Password Administrator AU1
User3 License Administrator Organization
Userd None Not applicable
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For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE; Each correct selection is worth one point.

Answer Area
Statements Yes No
UserZ can reset the password of User1
User? can reset the password of Userd
User3 can assign licenses to Userl
A. Mastered

B. Not Mastered
Answer: A

Explanation:
Answer Area

Statements Yes No

User2 can reset the password of User1 I
User2 can reset the password of Userd I |

User3 can assign licenses to User1 | !

NEW QUESTION 198
- (Topic 5)
You need to configure just in time access to meet the technical requirements. What should you use?

A. entittlement management

B. Azure AD Privileged Identity Management (PIM)
C. access reviews

D. Azure AD Identity Protection

Answer: B

NEW QUESTION 202
- (Topic 1)
On which server should you use the Defender for identity sensor?

A. Serverl
B. Server2
C. Server3
D. Server4d
E. Serversb

Answer: A

Explanation:
However, if the case study had required that the DCs can't have any s/w installed, then the answer would have been a standalone sensor on Server2. In this
scenario, the given answer is correct. BTW, ATP now known as Defender for Identity.

NEW QUESTION 206
- (Topic 2)
Which report should the New York office auditors view?

A. DLP policy matches

B. DLP false positives and overrides
C. DLP incidents

D. Top Senders and Recipients

Answer: C

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention- policies

This report also shows policy matches over time, like the policy matches report. However, the policy matches report shows matches at a rule level; for example, if
an email matched three different rules, the policy matches report shows three different line items. By contrast, the incidents report shows matches at an item level,
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for example, if an email matched three different rules, the incidents report shows a single line item for that piece of content. Because the report counts are
aggregated differently, the policy matches report is better for identifying matches with specific rules and fine tuning DLP policies. The incidents report is better for
identifying specific pieces of content that are problematic for your DLP policies.

NEW QUESTION 208

- (Topic 6)

You have a Microsoft 365 E5 subscription that uses Microsoft Defender for Cloud Apps.

You need to be notified when a single user downloads more than 50 files during any 60- second period.
What should you configure?

A. a session policy

B. afile policy

C. an activity policy

D. an anomaly detection policy

Answer: D

NEW QUESTION 210

- (Topic 6)

You have a Microsoft 365 E5 subscription that uses Microsoft Defender for Office 365 and contains a user named Userl.

Userl emails a product catalog in the PDF format to 300 vendors. Only 200 vendors receive the email message, and Userl is blocked from sending email until the
next day.

You need to prevent this issue from reoccurring. What should you configure?

A. anti-spam policies

B. Safe Attachments policies
C. anti-phishing policies

D. anti-malware policies

Answer: A

NEW QUESTION 213

- (Topic 6)

You have a Microsoft 365 E5 subscription that contains a user named Userl.

The subscription has a single anti-malware policy as shown in the following exhibit.

. Mahware Detection Response
e f alware 3 detected in an emad attachment, the meszage will be gquarantined and cas
be released ocnldy by an admin
Lo you want b0 nobity recipients of their messages are quarantined!

_"._ .I.‘:

] Yeu snd ute the defsult notficabon 18x

L Yes and use custom notficabon teat

e Pre Mot At e Pt
CRISEOHIM MOAnTsCa O Xt

Common Attachment Types Filter
Turn gn this feature 1o block attachment fypes that may harm yo

nails with attachments of filterad file types wall thgger the Malware

tection Regpons [recommandad

S

A

ape

Motihcations

Sender Mobhcations

Sends 3 mestage to the sender of the undelrvered message
1 1| MNotify mlernal senders

| Motsty evternal senders

Adrmunistralos Notificatsons

retirator of the undelrvered message.

_:f MNaotify sdraruttralos about undelvenst mesoages from inEermal tenders

An email message that contains text and two attachments is sent to Userl. One attachment is infected with malware.
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How will the email message and the attachments be processed?

A. Both attachments will be remove

B. The email message will be quarantined, and Used will receive an email message without any attachments and an email message that includes the following
text: 'Malware was removed.'

C. The email message will be quarantined, and the message will remain undelivered.

D. Both attachments will be remove

E. The email message will be quarantined, and Userl will receive a copy of the message containing the original text and a new attachment that includes the
following text: 'Malware was removed."

F. The malware-infected attachment will be remove

G. The email message will be quarantined, and Userl will receive a copy of the message containing only the uninfected attachment.

Answer: C

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/security/office-365-security/anti-malware-protection ?view=0365-worldwide#anti-malware-policies

NEW QUESTION 216

- (Topic 6)

You have a Microsoft 365 E5 tenant.

You plan to create a custom Compliance Manager assessment template based on the ISO 27001:2013 template.
You need to export the existing template.

Which file format should you use for the exported template?

A. CSV
B. XLSX
C. JSON
D. XML

Answer: B

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/compliance-manager-templates?view=0365-worldwide#export-a-template

NEW QUESTION 218

HOTSPOT - (Topic 6)

You have Microsoft 365 subscription.

You create an alert policy as shown in the following exhibit.
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Policy1

£ Edit policy [8] Delete policy

Status m On

Name your alert

Description

Add a descrniption

Category

Threat rhan;}gemem

Create alert settings

Conditions

Actiaty 15 FileMalwareDetected

Scope

Il users

Window

2 hours

Set your recipients
Reciplents

User1@sk220912outiook.onmicrosoft

L£om

Severity
® Low

w

Policy contains tags

Aggregation

Aggregated

Thresho
20

Severity
® Low

id

w0
¥

Daily notification limit

100

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic
NOTE: Each correct selection is worth one point.

Answer Arca

Policy1 will tigger an alert if malware is detected in

[answer choice]

The maximum number of email messages that Policy!

| SharePoint or OneDrive only
Exchange Online only
| SharePoint only

| Exchange Online, SharePoint , or OneDrive

will generate per day is [answer choice].
5
i2
20
1100

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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Answer Area
Policy1 will trigger an alert if malware is detected in
[answer choleel.  SharePoint or OneDve only B
Exchange Online only
| SharePoint only

. SharePoint or OneDive onby
[BExthange Dfilifie SRaf@FSint o OneDrive

The maximum number of email messages that Policy?

will generate per day is [answer choice]. [5 |
-

12
20
|100

L

NEW QUESTION 223

HOTSPOT - (Topic 6)

You have a Microsoft 365 E5 subscription that contains the users shown in the following table.

Each user has an Android device with the Microsoft Authenticator app installed and has set up phone sign-in.
The subscription has the following Conditional Access policy:

» Name: Policyl

* Assignments

0 Users and groups: Groupl, Group2 o Cloud apps or actions: All cloud apps

* Access controls

0 Grant Require multi-factor authentication

* Enable policy: On

From Microsoft Authenticator settings for the subscription, the Enable and Target settings are configured as shown in the exhibit. (Click the Exhibit tab.)

Microsoft Authenticator settings X

o Number Matchuing will begin to be enabled for all users of the Microsoft Authenticator app starting 27th of
February 2023. Learn more

The Microsoft Authenticator app is a flagship authentication method. usable in passwordless or simple push
notification approval modes. The app is free to download and use on Android/105S mobile deévices. Learn

moie

Enable and Target  Configure

enavie (@D

Include Exclude

Target {:) All users (@) Select groups

Add groups

Name Type Registration Authentication mode

Group! Group Passwordless v | X
Group2 Group Passwordless v | X

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

NOTE: Each correct selection is worth one point.
nswer Area

Statemnents Yes Ne
Userl can sign in by using number matching in the Microsoft Authenticator app.

User2 can sign in by using a username and password

User3 can sign in by using number matching in the Microsoft Authenticator app.

A. Mastered
B. Not Mastered
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Answer: A
Explanation:
nswer Area
Statements Yes No
- - -
Userl can sign in by using number matching in the Microsoft Authenticator app i |
N |
|
User? can sign n tl]-' using a username and password. | i
Userd can sign in by using number matching in the Microsoft Authenticator app : !
=il
NEW QUESTION 224
- (Topic 6)
You have a Microsoft 365 E5 subscription.
Your company s Microsoft Secure Score recommends the actions shown in the following exhibit.
Microsoft Secure Score
Crverview Recommended actions  History Metrics & trends
¢ Expon
Fank Recommended action Score impact  Points schieved Fatus
1.1 Require multifactor suthentication for administrative roles =4 15N ane D T aadrens
_! J Ensure all uiers can complate multifactor authentication = 17% h - Tz padiwtl
] 3 Create Safe Links policies for email messages =3 T3% os o aadteds
] + Enable policy to block legacy authentication =112% o8 T pddress
O 3 Turn an Safe Attachments in block mode - 132% 8 %o scdeets
O s Ensure that intelligence for impersanation protection is enabled =132% B ) o ackdres
[] 7 Move messages that are detected as impersonated wers by mailbox inteliigence  -3132% 08 ™y T i
I: z Enable impersonated domain protection =3.32% B J Tz sddesnn

You select Create Safe Links policies for email messages and change Status to Risk accepted in the Status & action plan settings.
How does the change affect the Secure Score?

A. remains the same

B. increases by 1 point
C. increases by 9 points
D. decreases by 1 point
E. decreases by 9 points

Answer: A

NEW QUESTION 229
HOTSPOT - (Topic 6)
You have a hybrid deployment of Azure AD that contains the users shown in the following table.

Name Description

User1 | Azure AD Connect sync account
User2 | Contributor for Azure AD Connect
Health

User3 | Application administrator in Azure
AD

You need to identify which users can perform the following tasks:

* View sync errors in Azure AD Connect Health.

» Configure Azure AD Connect Health settings.

Which user should you identify for each task? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.
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Answer Area

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Arca

NEW QUESTION 233
HOTSPOT - (Topic 6)
HOTSPOT

You have a Microsoft 365 tenant.

View sync ermors In Azure AD Connect Health: l User2 v
| User

[ User3 |
Configure Azure AD Connect Health settings: II User] bt ’

| User |
| User3

View sync errors in Azure AD Connect Health: | User2 -

Userl

| User3

Configure Azure AD Connect Health settings: | Liser! a

Uses2
User3

You need to create a custom Compliance Manager assessment template.
Which application should you use to create the template, and in which file format should the template be saved? To answer, select the appropriate options in the

answer area.

NOTE: Each correct selection is worth one point.

Application:
Mic
Mic
Mic

rosoft Excel
rosoft Forms
rosoft Word

Visual Studio Code

File format:
csv

dbx

docx
dotx
json
xlsx

xItx

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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Application: v
I I

Microsoft Excel

Microsoft Forms
Microsoft Word
Visual Studio Code

File format: v
csv_|
dbx
docx
dotx
json
xlsx
x1tx

NEW QUESTION 236

- (Topic 6)

You have a Microsoft 365 tenant.

You plan to implement Endpoint Protection device configuration profiles.
Which platform can you manage by using the profile?

A. Ubuntu Linux
B. macOS
C.i0Ss

D. Android

Answer: B

Explanation:

Intune device configuration profiles can be applied to Windows 10 devices and macOS devices
Note:

There are several versions of this question in the exam. The question has two possible correct answers:
? Windows 10

? macOS

Other incorrect answer options you may see on the exam include the following:

? Android Enterprise

? Windows 8.1

Reference:

https://docs.microsoft.com/en-us/mem/intune/protect/endpoint-protection-configure

NEW QUESTION 238
HOTSPOT - (Topic 6)
You have a Microsoft 365 E5 subscription that contains 200 Android devices enrolled in Microsoft Intune.

You create an Android app protection policy named Policy! that is targeted to all Microsoft apps and assigned to all users.

Policy! has the Data protection settings shown in the following exhibit.
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Data Transfer

Backup 0rg data to Androwd backup [ mow Block )
fanaces (L)

Send org data to other apps © | Policy managed apps v |

e
Save copies of org data © Allow L sk ]

Aliow user 10 Save copies to selected [ SharePoint W [
senices (0
Transter telecommumnecation data to (0 Any chader app ol

Dialer App Package ID
Cialer App Name

Receive data from other apps (O | AN Apps v

Open data ino Org documents () Adlcria Block

Allow uters to open data from salacted electe
services (D

Restrict cut. copy, and paste between ' Pohicy managed apps with paste in "
other apps (&) = )

Screen capture and Google Assistant @ e A ) Black
Approved keyboards © ( Requare G D

Select keyboards 10 approve Select |
Use the drop-down menus to select 'he answer choice that completes each statement based on the information presented in the graphic.
Answer Area
AmmmﬁlﬂﬂlrﬂmMmmmmmm.[Mmmrmmm e |
W
Lol SharePomt Onhne
Mecrosoft SharePoint Online and Onelive
A uger can copy and paste tedt from [andwer cholce] to a Micresoft Word document $toned & -
in Microsoft OneDrive
only managed apps
only unmanaged apgs
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Angwer Area
AmmcﬂﬁﬁﬂlrmMmmﬂMluimdﬂniaﬁ.[Mmmrmmm |
w

CineDvinee

A user can copy and paste text from [answer cholce] to a Microsoft Word docurment stored &
In Microsolt OneDive

NEW QUESTION 240

HOTSPOT - (Topic 6)

You use Microsoft Defender for Endpoint.

You have the Microsoft Defender for Endpoint device groups shown in the following table

Name Members
Group1 Operating system in Windows 10

EWN-‘I

Group? Name ends with London
Group3 Operating system in Windows Server 2016
Ungrouped Not applicable

machunes (default)

The Leader of IT Certification

visit - https://www.certleader.com



CertLeader-m 100% Valid and Newest Version MS-102 Questions & Answers shared by Certleader

Toader of IT Cortifications https://www.certleader.com/MS-102-dumps.html (312 Q&As)

You plan to onboard computers to Microsoft Defender for Endpoint as shown in the following table.

Arswer Area
computent-Lonon: [
Group
Group?
Group3
'.,Ir'-c"_:rtﬂ..:li‘?ﬂ. e hames
Server!-London: _

Group
Groupd
Groug
L il'{il":l:.= ] M enet

A. Mastered

B. Not Mastered

Answer: A

Explanation:

Arswer Area
Computer | -Londor
{Grovp1

Groupd
Group3

Ungrouped machenes

Grow

I_""'EI""‘I

GroUp

| — —
Foupd

LINGroupssd machanes

NEW QUESTION 245

- (Topic 6)

You have a Microsoft 365 E5 subscription.

All users have Mac computers. All the computers are enrolled in Microsoft Endpoint Manager and onboarded to Microsoft Defender Advanced Threat Protection
(Microsoft Defender ATP).

You need to configure Microsoft Defender ATP on the computers. What should you create from the Endpoint Management admin center?

A. a device configuration profile

B. an update policy for iOS

C. a Microsoft Defender ATP baseline profile

D. a mobile device management (MDM) security baseline profile

Answer: A

Explanation:
Reference:
https://docs.microsoft.com/en-us/mem/intune/protect/advanced-threat-protection-configure

NEW QUESTION 248

- (Topic 6)

You have a Microsoft 365 subscription that contains a user named Userl.

You need to ensure that Userl can search the Microsoft 365 audit logs from the Security & Compliance admin center.
Which role should you assign to User1?

A. View-Only Audit Logs in the Security & Compliance admin center
B. View-Only Audit Logs in the Exchange admin center

C. Security reader in the Azure Active Directory admin center

D. Security Reader in the Security & Compliance admin center

Answer: B

Explanation:
Reference:
https://docs.microsoft.com/en-us/microsoft-365/compliance/search-the-audit-log-in-security-and-compliance?view=0365-worldwide

NEW QUESTION 252

- (Topic 6)

Your company has a Microsoft 365 subscription.

You need to identify all the users in the subscription who are licensed for Office 365 through a group membership. The solution must include the name of the group
used to assign the license.

What should you use?

A. Active users in the Microsoft 365 admin center
B. Reports in Microsoft Purview compliance portal
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C. the Licenses blade in the Microsoft Entra admin center

D. Reports in the Microsoft 365 admin center

Answer: D

Explanation:

Microsoft 365 Reports in the admin center

You can easily see how people in your business are using Microsoft 365 services. For example, you can identify who is using a service a lot and reaching quotas,

or who may not need a Microsoft 365 license at all.
Which activity reports are available in the admin center

Depending on your subscription, here are the available reports in all environments.

Report

Microsoft browser usage

Email activity

Email apps usage

Mailbox usage

Efﬁﬂe actiuat:onsj

Reference:

https://learn.microsoft.com/en-us/microsoft-365/admin/activity-reports/activity-reports

NEW QUESTION 255

- (Topic 6)

You have a hybrid Azure Active Directory (Azure AD) tenant and a Microsoft Endpoint Configuration Manager deployment.
You have the devices shown in the following table.

Public GCC
Yes No'
Yes Yes
Yes Yes
Yes Yes
Yes Yes

GCC-
High

No'
Yes
Yes
Yes

Yes

DoD

No'
Yes
Yes
Yes

Yes

Office 365 operated
by 21Vianet

No'
Yes
Yes
Yes

Yes

Name Platform Configuration
Devicel Windows 10 Hybrid joined to on-premises Active Directory and
Azure AD only
Device2 Windows 10 Joined to Azure AD and enrolled in Configuration
Manager only
Device3 Windows 10 Enrolled in Microsoft Endpoint Manager and has
the Configuration Manager agent installed only

You plan to enable co-management.
You need to identify which devices support co-management without requiring the installation of additional software.
Which devices should you identify?

A. Devicel only
B. Device2 only
C. Device3 only

D. Device2 and Device3 only
E. Devicel, Device2, and Device3

Answer: D

NEW QUESTION 260
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